附件二、採購需求確認單
品項名稱：        FHIR 平台軟體             數量：__ 1_  
用途：發給廠商填寫，做為規格確認與驗收依據。
說明1：檢核項目與需求規格依單位需求填寫。
說明2：若需介接本院資訊系統，「系統介接」為必要項目，由資訊主管核決。
	項次
	檢核項目
	醫院需求規格 (申請單位填寫)
	廠商回應規格 (投標廠商填寫)
	院方檢核

	1
	系統介接
	須提供與本院資訊系統雙向介接方案，費用須內含。
	
	

	2
	系統環境
	1. 須支援於Microsoft Hyper-V虛擬伺服器上運行
2. 須可支援 Docker, K8s容器運行
3. 須支援微服務通訊模式：Docker Host Mode(服務轉發), Docker Bridge Mode(核心業務服務)
4. 資料庫須支援 PostgreSQL、Informix、MSSQL等
5. 系統支援彈性化部署：可按需擴充，具備高可用性(HA)、負載平衡與彈性擴充能力，能夠應對未來大量 API 呼叫的需求，保證系統持續穩定運作
	
	

	3
	IG 支援
	系統須支援以下台灣 FHIR IG 標準：TWPAS (癌症用藥)、TWCI (重大傷病)、TWNGS (次世代基因)、EMR-IG (電子病歷單張，包含但不限於調劑單張、電子處方箋、門診病歷、出院病摘、檢驗檢查、醫療影像報告等)、TW Core (核心實作)、TW EMPDIG
	
	

	4
	未來IG
擴充承諾
	合約期間內須支援衛福部及其轄下機關(包含但不限於健保署/疾管署/國健署等，以下簡稱官方) 所有正式公告之IG標準 (包含但不限於上述項次2所列IG)，並配合最新公告 IG 進行更新
	
	

	5
	身份驗證與資訊安全機制
	1. 須支援OAuth2.0 client_credentials、Authorization Code、Basic Auth 、API Key等模式
2. 提供 Token 核發、撒銷、效期、限速等管理
3. Token 種類需符合 OAuth2.0要求的 Access Token、ID Token、Refresh Token
4. 支援數據加密 JWT / JWE / JWS
5. 傳輸加密機制（SSL / mTLS）
	
	

	6
	系統功能
	1. 內建FHIR Server (支援項次2,3所述IG)
2. 支援SMART on FHIR，採用 OAuth2.0 / OpenID Connect 等國際標準
3. 支援 FHIR Resource 的 建立、查詢、更新、刪除 (CRUD)
4. 可支援多台FHIR Server彈性擴充
5. 可支援提供多個工作環境：正式、測試等環境
	
	

	7
	系統功能
	提供日誌紀錄功能，可產生相關之日誌紀錄，作為系統稽核、問題追蹤與資安事件分析之依據，日誌記錄至少包含項目：
1. FHIR API 存取紀錄（查閱、寫入等資料面操作）
2.身份驗證與授權相關事件（登入、登出、權限變更等）
3. 系統管理操作 (平台配置、安全策略、Profile、IG等變更)
	
	

	8
	系統功能
	1. 具備API管理功能（API Gateway / 存取控管 / 流量管理 / API 執行歷程與錯誤記錄查詢）
2. 支援低代碼設計模式, 能以圖形化UI介面建立API流程，支援多種資料格式轉換，後端系統整合能力(如E-Mail)，支援連接資料庫等
	
	

	9
	系統功能
	1. 支援醫院既有 HIS等系統資料介接 (主要使用API方式)
2. 支援醫院既有PACS統資料介接 (能支援DICOM協定抓取PACS資料)
3. 支援與外部FHIR Server 串接功能 
	
	

	10
	專案要求
	1. 系統安裝與環境建置
2. 基本系統設定與資安參數設定
3. HIS/PACS系統介接與測試，例如HIS API, 文件 API, PACS DICOM介接等。
4. 操作說明文件和教育訓練
5. 完成IG所需之HIS資料介接與官方資料上傳
	
	

	11
	廠商資格
	1. 投標廠商須通過資訊安全管理系統ISO27001認證。
2. 投標廠商須通過資訊安全管理系統ISO27701認證
3. 具備FHIR Server 導入與FHIR轉換驗證實績等經驗(須檢附佐證文件，如驗收證明)。
4. 需有參與 「臺灣50」優良SMART on FHIR應用程式徵案的經驗，需要附上參賽證明。
	
	


廠商簽章(請蓋公司章)：
